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1. What is the purpose of this document? 
 
Redcar & Cleveland Borough Council (ñthe Councilò) is a "data controller". This 
means that we are responsible for deciding how we hold and use personal 
information about you. You are being given/sent a copy of this privacy notice 
because you are applying for work with us (whether as an employee, worker, 
volunteer or contractor). It makes you aware of how and why your personal data will 
be used, namely for the purposes of the recruitment exercise, and how long it will 
usually be retained for. It provides you with certain information that must be provided 
under the General Data Protection Regulation ((EU) 2016/679) (GDPR). 
 

2. Data protection principles 
 
We will comply with data protection law and principles, which means that your data 
will be:  
Å Used lawfully, fairly and in a transparent way. 
Å Collected only for valid purposes that we have clearly explained to you and 
  not used in any way that is incompatible with those purposes. 
Å Relevant to the purposes we have told you about and limited only to those 
  purposes. 
Å Accurate and kept up to date. 
Å Kept only as long as necessary for the purposes we have told you about. 
Å Kept securely. 
 

3. The kind of information we hold about you 
 
In connection with your application for work with us, we will collect, store, and use the 
following categories of personal information about you: - 
 

¶ The information you have provided on our application form including -: name, 
title, address, telephone number, personal email address, date of birth, 
gender, employment history, education history and qualifications, National 
Insurance Number, requirement for work permits, driving licence details, 
marital and civil partnership status, nationality and immigration ID, 
professional body registration, Baseline Personnel Security Standard (BPSS) 
Criminal Record Check I.D. and references, motherôs maiden name, other 
name at birth, language, place of birth  Also, where applicable, if the applicant 
is a Looked After Child (LAC) or has an Education, Health and Care Plan 
(EHCP) 

Å Any information you provide to us during an interview. 
 
We may also collect, store and use the following "special categories" of more 
sensitive personal information: 
Å Information about your race or ethnicity, religious beliefs, sexual orientation 
  and political opinions. 
Å Information about your health, including any medical condition, health and 

 sickness records and testing and vaccination records (for specific job roles). 
Å Information about criminal convictions and offences. 
 

4. How is your personal information collected? 
 
We collect personal information about candidates from the following sources: 
Å You, the candidate. 
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Å Neutral Vendor recruitment agency, from which we collect the following  
  categories of data: - name, DOB, Gender, CV, compliance data including  
  references, qualifications, professional body registration, DBS, Nationality  
 and Immigration I.D. for Employerôs Right to Work Check, BPSS I.D,  
  references and vaccination status, if applicable. 
Å Disclosure Scotland checks 
Å Disclosure and Barring Service in respect of criminal convictions. 
Å Your named referees, from whom we collect the following categories of  
  data: - previous employment information, sickness absence history for the 
  previous 2 years and information regarding disciplinary proceedings. 
 
 

5. How we will use information about you 
 
We will use the personal information we collect about you to: 
Å Assess your skills, qualifications, and suitability for the role. 
Å Carry out background and reference checks, where applicable. 
Å Communicate with you about the recruitment process. 
Å Keep records related to our recruitment processes. 
Å Comply with legal or regulatory requirements. 
Å Access funding from third parties i.e. Apprentices 
 
It is in our legitimate interests to decide whether to appoint you to the role since it 
would be beneficial to our business to appoint someone to that role.  
 
We also need to process your personal information to decide whether to enter into a 
contract with you.  
 
Having received your application form, we will then process that information to decide 
whether you meet the basic requirements to be shortlisted for the role. If you do, we 
will decide whether your application is strong enough to invite you for an interview. If 
we decide to call you for an interview, we will use the information you provide to us at 
the interview to decide whether to offer you the role. If we decide to offer you the role, 
we will then take up references, qualifications, undertake Employerôs Right to Work 
checks, medical clearance and carry out a criminal record check, professional body 
registration and BPSS checks, if applicable, before confirming your appointment. 
 

6. If you fail to provide personal information 
 
If you fail to provide information when requested, which is necessary for us to 
consider your application, such as evidence of qualifications or work history, we will 
not be able to process your application successfully. For example, if we require 
references for this role and you fail to provide us with relevant details, we will not be 
able to take your application further. 
 

7. How we use particularly sensitive personal information 
 
We will use your particularly sensitive personal information in the following ways: - 
Å We will use information about your disability status to consider whether we 
  need to provide appropriate adjustments during the recruitment process, for 
  example, whether adjustments need to be made during an interview. 
Å We will use information about your race or nationality or ethnic origin,  
  religious, philosophical or moral beliefs, or your sexual life or sexual  
  orientation, to ensure meaningful equal opportunity monitoring and reporting. 
 




